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Excellencies, Distinguished Delegates 

 

On behalf of UNODC, thank you for the invitation to participate in this important meeting 

which focuses on an issue of critical importance to addressing modern terrorism.  As we have 

heard from our expert panellists, new technologies are increasingly exploited by terrorist 

groups to fund, plan, and even engage in terrorist attacks.  Terrorists are utilizing the Internet 

for radicalization, recruitment, financing, and planning using new methods and platforms to 

hide their activity.  It is therefore essential that the international community works together 

to respond to these evolving 

 threats. 

 

National governments need the technical tools and data sources to effectively assess national 

risks, respond to evolving threats, and allocate resources using a risk-based approach. This 

requires identifying and resolving blockages in sharing information at the national and 

international levels, putting in place monitoring measures, and harnessing the potential of 

new technologies to compare bulk datasets. 

 

There is a risk however that these new technologies could be abused, infringing on the 
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