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KEY COMMITMENTS  

Through the Global Digital Compact, States should recognize that meaningful access to 
the internet is a human right and a key means to access other fundamental economic, 
social, political, and civil rights. To this end, States should commit to adopting laws and 
policies that facilitate internet access and promote internet affordability . Such laws 
could establish tax incentives for third parties to provide more affordable internet 
services. States should invest in connectivity and institute programs like uni versal 
service funds that cover the costs of internet access for marginalized groups. States 
should also implement digital literacy programs to increase the capacity of all people to 
engage online meaningfully and safely. States should repeal existing laws and desist 
from introducing new laws that impose taxes on use of the internet or impose other 
onerous barriers to internet access. They should also commit not to pass laws or issue 
extralegal orders that disproportionately disrupt or throttle the internet , in whole or in 
part. Meanwhile, international financial institutions that are enabling States to invest 
in infrastructure development should ensure their loan instruments reflect rights -
based obligations to reflect the commitments above.   

Avoid Internet  Fragmentation   

CORE PRINCIPLES
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communities and ind ividuals, and legal restrictions should be put in place restricting 
surveillance-based business models.  

Finally, there  should be no exemptions from the highest standards of data protection 
for public institutions, including law enforcement, national secur ity authorities , and 
counterterrorism agencies. 

KEY COMMITMENTS  

States should adopt and promote strong personal data protection rules and create well-
resourced, independent offices responsible for enforcement. States should actively 
protect encryption and  anonymity , including by adopting laws, regulations and policies 
that confer only on courts the power to remove the right to anonymity, only when 
necessary and proportionate, rather than on law enforcement agencies. States should 
also commit to pushing back against national laws enacted by autocratic leaders for 
surveillance and censorship purposes which require telecommunication companies 
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To ensure low-resourced organisations, including civil society organisations, are well -
placed to conform to data protection rules, States should commit resources and time to 
providing technical assistance and tools that better enable compliance prior to rules 
coming into effect.  

Relevant UN human rights treaty bodies and special procedures mandate holders 
should enhance their synergies and cooperation, including through joint action , to 
strengthen data protection standards of relevant rights holders (e.g., Human Rights 
Committee, UNSR on Privacy and Data Protection and UNSR on Human Rights 
Defenders, UNSR on Counter-Terrorism and Human Rights, UN on the human rights of 
migrants, Committee on the Elimination of Racial Discrimination, etc.) . 

Apply Human Rights Online  

CORE PRINCIPLES  

The core principle that the same rights that apply offline also apply online should guide 
all components of the Global Digital Compact, and not be relegated to its own issue area. 
Furthermore, human rights protection s should be the cornerstone of all online 
activities , either  by public bodies or private entities
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or metadata like location or IP address) must be based on a relevant law, 
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controls or possibil ities to sanction governments, companies, organisations, and 
individuals that do not abide by these principles. 

The UN Tech Envoy should ensure a multistakeholder approach is implemented 
throughout the UN digital work and that civil society stakeholders are informed about 
the modalities of the negotiation and drafting process.  

Large tech companies need to commit to maintaining safe spaces, making their tools 
available in recognized languages, upholding individual and collective rights,  and 
addressing accessibility concerns. They should conduct human rights due diligence on 
their services, products and activities, including content policies, and ensure 
meaningful participation of civil society and affected communities.  Effective internal 
grievance mechanisms should be established to appeal content decisions and other 
decisions affecting users. States 
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Tech in coordination with OHCHR Civil Society Office) should facilitate an ongoing 
multi-
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International  Non-Governmental  Organisations (CINGO) of the Council of �1�Þ�Á�›�¾�C�¾�É 
Committee on Artificial  Intelligence. 

INTERNATIONAL CENTER FOR NOT -FOR -PROFIT LAW  

ICNL is an international not-for-profit organization that promotes an enabling 
environment for civil society and public participation worldwide. ICNL has provided 
technical and research assistance to support the reform of laws affecting CSOs in more 
than 100 countries. ICNL’s small but capable international staff includes experts in all 
aspects of the laws governing the freedoms of association, assembly, and expression, 
and right to privacy, offline and online.  

For over a decade, ICNL has been working at the intersection of digital rights and civic 
space by supporting local leadership and capacity to counter extralegal, vague, and 
disproportionate civic space restrictions. We have worked with UN Special Rapporteurs 
(UNSRs) to create international standards on internet shutdowns, disinformation, and 
surveillance technologies, we have engaged with the UN Office of the High 
Commissioner for Human Rights (OHCHR) to increase protections for civic space 
online through UN resolutions and treaties, and we are a member of the Freedom Online 
Coalition (FOC) Advisory Network. ICNL has also sought to empower local partners on 
a wide range of digital technology and civic space issues via an annual Tech Camp we 
co-host with the Global Digital Policy Incubator at Stanford University.  

Due to our work at the international and national levels, ICNL is recognized as an expert 
on many issues at the intersection of technology and civic space. In 2012, ICNL received 
a MacArthur Award for Creative and Effective Institutions in recognition of its work 0 0 1 12rm
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