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Abstract 

The Internet as a common good implies the absence of any restrictions, closures, and blockages with censorship 

being unacceptable in democratic societies. However, it can lead to the uncontrolled growth and spread of 

disinformation and misinformation, which can have negative effects on democratic processes, on emergency 

management, and on human rights. While part of society sees the Internet as the last free space and considers 

the restriction of the Internet an infringement of citizens’ rights to freedom of communication and information, 
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Topics, core principles, and key commitments 

 

During the online consultation, the following topics were discussed and served as the basis for formulating the 

core principles and key commitments outlined in this report.  

 

Relationship and 





www.iiasa.ac.at 7 

information related to their 
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 Information providers need to develop guidelines and policies for identifying and addressing 

misinformation/disinformation. This may involve the use of fact-checking tools, algorithms, or experts 

to identify potentially problematic content. 

Algorithms of misinformation/disinformation identification and potential censorship 

 

To effectively combat misinformation and disinformation, it is essential to develop algorithms based on text and 

image analysis that can identify and prioritize the most impactful instances of false information. These 

algorithms should examine which topics are receiving attention and when this attention occurs, and compare it 

to other trusted sources. However, it is important to emphasize that attention should also be paid to false 

information that has not received widespread attention, as even a single instance of false information can have 

serious consequences. Additionally, these algorithms should be public, accessible, transparent, and subject to 

scrutiny by third parties as part of a global strategy that also addresses digital literacy and risks related to 

algorithms. 

 

However, algorithms alone are not sufficient. It is also necessary to rely on internet individual users who should 

be able to select reliable information. Digital literacy plays a pivotal role in this process. Equipping individuals 

with the necessary skills and knowledge to navigate the vast sea of information on the internet empowers themfIt is also n.96 Te
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