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The U.S. Council for International Business (USCIB) believes that digital technologies and the online 
environment enabled by them present an unprecedented opportunity to grow the global economy, bridge 
inequalities through access to information and opportunity by raising productivity, foster creativity and 
innovation, build trust, and expand societal engagement and exchange. USCIB therefore applauds the UN 
Secretary General’s inclusion of the proposed Global Digital Compact (GDC) as part of Our Common Agenda.  
 
Key to realizin
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resource must be a priority for UN members while ensuring the integrity of services offered by existing 
spectrum license holders.   
 
Multistakeholder Governance Approaches -- The global digital ecosystem benefits when government 
policymakers work in close cooperation with business, civil society, academia, and the technical 
community. Given the rapid pace of technological change, governments need the perspectives provided by 
these stakeholder groups to better understand what policies are commercially viable, technically feasible, 
and offer adequate personal privacy protections. Such stakeholder inclusion also can lower the risk of 
unintended consequences and increase the legitimacy of policies that are adopted. The UN has been at the 
forefront of establishing a multistakeholder approach as the norm.2 As such, the GDC should reinforce this 
principle and actors should endeavor to carry out multistakeholder processes for Internet governance, 
while not duplicating existing forums and instead leveraging and strengthening existing forums and 
workstreams. The GDC can also serve as a centralized medium for workstreams related to digital 
development and inclusion. 
 
Avoid Internet Fragmentation – The remarkable success of the Internet as a communications tool is 
grounded in its design as an open, interconnected, and interoperable network. Particularly in support of 
achieving the UN Sustainable Development Goals (SDGs), we must promote this design. However, various 
technical, legislative, and policy developments - including restrictions on data flows, interference with free 
expression, techno-protectionist initiatives, and Internet shutdowns - have in recent years caused the 
Internet to fragment and digital divides to grow. 
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https://www.intgovforum.org/en/content/policy-network-on-internet-fragmentation
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Online Safety and Well-being in the Digital Age - Fostering trust also involves ensuring a safe and 
empowering online experience. USCIB recognizes the shared challenge of embedding safety online and 
encouraging multistakeholder cooperation to help individuals, especially youth and vulnerable groups, 
make healthy decisions online, stay safe, build resilience, and thrive in the digital world. This includes not 
only committing to privacy and safety-by-design but ensuring digital experiences enable children to grow 
constructively and develop 21st century skills like creativity, problem solving and critical thinking.  
 
The protection of users’ – and thus human – rights is core to the UN’s mission, and core to protecting the 
safety of users online. The GDC should also name the shared responsibility of governments to enable open, 
public discourse online and refrain from censoring speech, as well as ensuring connectivity and access to 
the Internet and digital platforms and products. This framework can advance the goals outlined in the 
Secretary-General’s Roadmap on Digital Cooperation in relation to digital human rights and enable further 
discussion around guidance and gaps. 
 
We encourage innovative approaches, such as the application of Artificial Intelligence (AI), to help enhance 
efforts to address harmful content. We urge the GDC to consider existing recommendations such as the 
OECD Recommendation of the Council on Children in the Digital Environment, which was also recognized 
by the 2021 G20 and in the 2021 G7 Internet Safety Principles.8 It should also build on the work of the UN 
system 

https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0389
https://www.ohchr.org/en/ohchr_homepage
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https://www.unicef-irc.org/research/child-rights-in-the-digital-age/
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It is therefore welcome that the Secretary-General has proposed that the GDC should recognize the need to 
apply human rights online as one would apply those human rights offline. Furthermore, USCIB would like 
to underscore the importance of transparent, multistakeholder dialogues to advance the goals outlined in 
the Secretary General’s Roadmap on Digital Human Rights, such as addressing protection gaps, 
discouraging Internet shutdowns, and providing more detailed guidance on the application of human rights 
standards in the digital age.13 
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